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CERT Tonga

o Vision:

A safe and secure digital environment for the Kingdom of
Tonga and its citizens.

o Mission:

To coordinate and collaborate amongst stakeholders to
prevent through public awareness, detect and manage
cyber threats in the Kingdom of Tonga.
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CYBER CHALLENGE TASKFORCE (CCTF)

Key Cyber Security Stakeholders

Chaired by: Min of MEIDECC

National CERT Tonga (MEIDECC)

MIA, Finance, PEs
‘I AM DIGITAL’, CSP (AFP)

MoE, MoH, DoC (MEIDECC), ISPs,
Cyber Pasifika, Cyber Ambassadors,
TWICT, Tonga Cyber Community
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Security
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APCERT

Figure 1: Cyber Challenge Task Force (CCTF)




AUTHORITY (CERT Tonga Board)

1 The CERT Tonga Board will comprise of the following
stakeholders:

e Ministry of Meteorology, Environment, Information, Disaster
Management, Energy, Climate Change and Communication
[MEIDECC]

e Attorney General’s Office (AGO)

e Tonga Cable Ltd (TCL)

e Tonga Communications Corporation (TCC)

e Digicel (Tonga) Ltd

¢ Tonga Chamber of Commerce

¢ National Reserve Bank of Tonga

¢ Tonga Civil Society

e Tonga Police

2 The CERT Tonga Board can add or remove a member from
CERT Tonga Board.

3 The CERT Tonga Board will oversee the operations of CERT
Tonga and give directions where and when necessary.

4 The CERT Tonga Board will report to the Cyber Challenge Task
Force.
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Organizational Structure
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Output and Activities

1. Engagement - Domestic, Regional & International
Stakeholders.

2. Proactive Services - ID Vulnerabilities, threat Intel and
inform Org, Sectors & PEs, etc.

3. Reactive Services - Investigate Reported Cyber Incident,
etc.

4. Forensic Services - Assist Law Enforcement with digital
forensic analysis (under the Electronic Communication

Abuse Offensive Act 2020).
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Email address:- cert@cert.gov.to
Telephone: +676 2378

MALO!!!




